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“Society's ability to get full effect out of investments in 
new technology and digital services, depends on the 

trust of its citizens. 

Our technology must be safe, secure and it should 
work when we need it”
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Are we moving to fast?
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INCREASED DIGITAL THREATS
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• Increased risk of being hit by a large scale cyber 
attack.

• Intelligence operations are still a prominent threat

• Technology creates vulnerabilities

• Humans – A risk factor

• Lack of ICT competence and cybersecurity 
competence 

• Effective risk management and incident 
management are inadequate
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CYBERSECURITY?
SHOULD WE JUST BUY 
MORE TECHNOLOGY?
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9 of 10 
Opened the link

5 of 10 
Activated the malware

3 of 10 
Gave up the username 
and password
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84% of CTOs finds the human factor 
to be the largest cybersecurity risk 
to their company.

2018 - Solvero/Citrix Sweden
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«Employees must be given knowledge, 
motivation and understanding of the 
situation to help enhance security at the 
workplace and at home»
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In cyberspace we only use our sight and hearing

We cannot touch it
We cannot smell it
We cannot taste it

We do not experience fear, 
threat and risk in the same way 
we do in “real life”
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Congratulation!
You have won a iPhone!

Just click here!

Congratulation!
You have won a iPhone!

Just come with me in the alley
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«Security that nobody
is able to implement
and follow, only results
in lousy security» 
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«THE COMPUTER GOES TO SLEEP AFTER 5 
MINUTES»

«NOT ON MY WATCH»





«We have reorganized 
ourselves a number of 
times, but fortunately, we 
have not changed»
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• ENVIROMENT
• ECONOMY
• CYBERSECURITY
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CYBERSECURITY 
HALL OF FAME - ROLE MODELS
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"Security is an interdisciplinary, continuous 
process owned by the organization’s 

top executive"

Picture: Colourbox.com



CONFIDENTIALITY INTEGRITY AVAILABILITY
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What's the worst 
thing that can 
happen?

“Hackers” 
have read my 

information
CONFIDENTIALITY

“Hackers” 
have 

changed my 
information

INTEGRITY

“Hackers” 
have 

overtaken 
control

AVAILABILITY





«We have to find the balance 
between security and privacy 

and still be able to use the 
fantastic opportunities that 

technology gives us»



«We should understand 
processes as well as we 
understand technology,
but most of all should

we understand people»
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